ANNEX W:  HQ USACE Homeland Security Information Network (HSIN) Annex TO OPORD 2006-25 USACE SUPPORT TO NATIONAL RESPONSE PLAN (ALL HAZARDS 2006)

REFERENCES:  See Base OPORD 

TASK ORGANIZATION: See Base OPORD

1.  SITUATION:  See Base OPORD

2.  MISSION:  See Base OPORD

3.  EXECUTION:  
a) Concept of Operation.  
1) The purpose of this annex is to standardize USACE procedures for utilizing the HSIN to communicate with other Federal, state, local, and the owners and operators of critical infrastructure.  HSIN allows these parties to communicate on suspicious activities, threats, and infrastructure vulnerabilities; prepare for and mitigate expected natural or manmade disasters; and collaborate on restoration and recovery efforts following a serious incident.
2) HSIN is designed to act as a single source for reporting, collecting, and fusing threat-related information from multiple parties.  HSIN is DHS’s national system for information sharing and disseminating alerts, threats, and warnings to its stakeholders. Prior to HSIN, DHS had no communications medium for transmitting urgent messages rapidly to large numbers of recipients on a broad or targeted basis.  HSIN program succeeds when all participants share a common set of tools and are both contributing to and receiving raw information to be analyzed and fused into a common   operational view. HSIN members will be able to take applicable elements to develop their own relevant operating views of situations, from which to base decision making and take appropriate action.
3) HSIN will facilitate the gathering, assessing, and analyzing of information to maintain authoritative, situational awareness through the use of user-created “Virtual Situation Rooms” on the network, where online conversations may be held in real-time by a number of relevant users.  

b) Coordinating Instructions 
1. HSIN is a collaborative effort among many different agencies within the government and USACE. 

2. USACE structure SITREPS taken from ENGLINK.

3. HSIN supports the ability of all subscribers to concurrently register Request for Information (RFIs) to subscribers with a right and need to receive the request.  RFI procedures permit the inquiry of one entity to be transmitted to and researched simultaneously by all other entities. It will be the responsibility of each organization within the HSIN network to respond or provide RFI status within 24 hours of receipt.

4. HSIN will provide users with an online Action Item/Task tracker with a Gantt Chart, e-mail notifications, task Calendars, groups and individual tasking, case history (complete audit), and reporting (ad hoc, standard).

5. Select USACE HQs personnel will serve as the conduit between divisions and other key organizations within the HSIN structure.  Any request for information should be sent through the appropriate HSIN gatekeeper here at HQS to maintain control of all relevant information flow within this command.

c) Posting SITREPS on HSIN – The battle rhythm for posting SITREPS to HSIN is as follows:

1. All SITREPS will be submitted from the field to ENGLINK NLT 1900 each day.

2. HQS will review, take action steps on SITREPS
3. SITREPS will be posted to HSIN @ 2400 hours each day.

4. HQS will prepare and post an EXSUM of the previous day’s activities to HSIN at 1100 hours for the duration of the emergency. 

5. The following personnel will serve as USACE gatekeepers for HSIN:

PRIMARY

JOHN SODER
(202) 761-8208




John.P.Soder@hq02.usace.army.mil
ALTERNATE

JOHN BROWN
(202) 761-8206




John.F.Brown@hq02.usace.army.mil
ALTERNATE

DAVE TALBOT
(202) 761-5545




David.M.Talbot@hq02.usace.army.mil
 
 

6. It is incumbent on the key personnel assigned within the USACE organization to get a log-in and attend mandatory training for access to HSIN.  

7. Each division within USACE will appoint a PRIMARY and ALTERNATE POC for HSIN.  Those individuals will receive thorough training on HSIN and will be signed off as TRAIN THE TRAINER representatives for their specific division.  

c) Time is of the essence.  HSIN training for the HQs will be 15 – 18 August 2006.  Further guidance will be sent to the field as we come fully on-line with HSIN and its capabilities.   
4.  SERVICE SUPPORT:  N/A 
5.  COMMAND AND SIGNAL:  POC for this action is CPT David C. Wheeler (202) 761-8200, David.C.Wheeler@hq02.usace.army.mil. 
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